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(57) Abstract

The present invention is a system and a method for the use of a biometric feature as a key to grant access to a computer. The
computer comprises a processor connected to a biometric sensor and a resource for operating the biometric sensor. The processor has a
nonenabled state and an enabled state. In the nonenabled state the processor cannot execute applications loaded into memory from a hard
drive. In the enabled state the processor czn execute such applications. A user gains access to the computer and zhables the processor
by having a biometric feature input onto the computer using the biometric sensor. The resource that operates the viometric sensor then
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INTEGRATED BIOMETRIC AUTHENTICATION FOR
ACCESS TO COMPUTERS

Related Art

The invention relates to a system and method for the use of biometric
features to control access to a system, and more particularly to a system and
method for the use of biometric features to control access to a computer.

Background of the Invention

Controlling access to information and especially information stored on
computers is a problem that people and organizations must confront on a daily
basis. A variety ;>f systems and methods are currently used to protect information
and computers from unauthorized access or interference. The most common
protection systems and methods include the use of a password which must be
supplied by a user.

A password based protection system or method depends on a piece of
critical information, the password, for access to be gained to the information or
computer. As long as the password is retained by the rightful user, access by
others will be deterred. However, if the password is secured from the rightful
owner whether by theft, fraud, duress, surveillance, or consent, someone other than
the rightful user could obtain access to the information or computer. Additionally, -
for password based systems and methods longer passwords are harder for
unauthorized users to guess, but they are also harder for authorized users to
remember.

Furthermore, in some password based protection systems or methods the
password or the program implementing the password protection is stored on a mass
storage device such as a hard disk drive in the computef. These password
protection systems and methods can be circumvented by replacing the mass storage

device with another one, inserting a computer program on the mass storage device
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which when executed will inhibit operation of the password protection

programming or which will allow access to the computer or the sensitive

information stored on the computer.

Therefore what is needed is a protection system and method which is based
on critical information that is easily accessible to the authorized user, hard to steal,
forge, or fabricate and which prevents the computer from executing programs or
applications stored on a mass storage device connected to the computer

Summary of the Invention

In one embodiment of the present invention a biometric feature of a user's
body serves as a key to grant access to a computer. In this embodiment the
computer includes a biometric sensor, a processor, the processor being coupled to
the biometric sensor, and a resource for operating the biometric sensor, the
resource being coupled to the biometric sensor.

The processor has an enabled state and a nonenabled state. In the ehabled

state, the processor has loaded an operating system into a memory coupled to the

. processor so that the processor can execute computer programs loaded into

memory from a mass storage device such as a hard disk drive, a CD ROM or
computer programs loaded from a source external to the computer such as the
Internet. In the nonenabled state, the processor cannot execute commands as part
of a computer program loaded into memory from a mass storage device or from an
source external to the computer.

The resource for operating the i)iometric sensor is initiated by a user input.
A suitable user input includes the user operating a power switch to turn on the
computer. In response to the user input, the resource operates the biometric sensor.
The biometric sensor reads biometric information from the biometric sensor, the
biometric information being input into the sensor as part of the user input. Any
biometric information will suffice, including but not limited to a retinal image, a
palm print, a signature, facial features, or a fingerprint. In the case where a
fingerprint is used, the biometric information read from the biometric sensor

includes information representing a fingerprint. F¢# a valid user nput, which in
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the present embodiment includes information representing a user fingerprint which
corresponds to information representing a valid fingerprint stored in the computer,
the resource changes the processor from the nonenabled state to the enabled state.
In one embodiment of the invention the resource includes a basic input and output
system (a "BIOS" program). A BIOS program in a traditional personal computer is

a program stored in the computer in a nonvolatile memory, the BIOS memory,

-which typically begins operation once the computer is powered on and completes

its operation by loading an operating system. In this embodiment, after the
resource verifies that the user input includes a valid user input, the BIOS program
is allowed to finish its operation and loads an operating system, enabling the
processor to run computer applications or computer programs. In the present
embodiment if the user input does not include a valid user input then the resource,
the BIOS program in this embodiment, will not allow the computer to load an
operating system. The processor thus remains in the nonenabled state and can not
run computer programs stored on a mass storage device couple to the computer,
and the computer cannot access information stored within the computer.

Another embodiment of the present invention is a computer for integrated
biometric access control comprising a processor, a biometric sensor coupled to the
processor, a resource coupled to the biometric sensor that operates the biometric
sensor, and a resource coupled to the processor that switches the processor from a
nonenabled state to an enabled state after operation of the resource that operates the
biometric sensor. In one aspect of the invention the enabled state of the processor
includes an operating system loaded into a memory. In another aspect of the
invention the enabled state of the processor includes loading a program from a
mass storage device connected to the computer into a memory connected to the
computer. In yet another aspéct of the invention, the processor in the nonenabled
state cannot load an operating system.

In another embodiment of the invention, the resource that operates the
biometric sensor includes a resource that reads data from the biometric sensor,

wherein the data represents a biometric feature. In another aspect of the invéntion,
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the resource that operates the biometric sensor includes a resource that stores
enrolled user data. In still another aspect of the invention the resource that operates
the biometric sensor includes a resource that compares the data from the biometric
sensor to information stored in the computer. In another aspect of the invention if
the data matches the information stored in the computer within predetermined
limits, then the resource that switches the processor from the nonenabled state to
the enabled sfate is allowed to switch the processor to the enabled state. In this
aspect of the inventién if the data does.not match the information stored in the
computer, then the resource that switches the processor from the nonenabled state
to the enabled state is prevented from switching the processor into the enabled
state. In one embodiment, the information stored in the computer includes enrolled
user data.

Still another embodiment of the invention comprises a processor, an
internal bus, the internal bus being connected to the processor, and a biometric
sensor, the biometric sensor being connected to the internal bus. In one aspect of
the invention the biometric sensor includes a resource that reads biometric
information from the biometric sensor. In another aspect of the invention the
biometric sensor includes a resource that operates the biometric sensor before
loading an operating system. In yet another aspect of the invention the resource
that operates the biometric sensor includes a resource that stores enrolled user data.
In still another aspect of the invention, the resource that reads data from the
bioﬁletric sensor includes a resource that automatically determines a set of default
settings for the representing the biometric feature.

In yet another aspect of the invention the resource that operates the
biometric sensor includes a resource that éqmpares the biometric information from
the biometric sensor to information stored in the computer. In another aspect of the
invention if the biometric information from the sensor matches the information
stored in the computer within predetermined limits, then the resource that operates
the biometric sensor before loading the operating system is allowed to load the

operating system. In this aspect of the invention if the biometric information fron$
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the sensor does not match the information stored in the computer, then the resource
that operates the biometric sensor before loading the operating system is prevented
from loading the operating system.

Yet another embodiment of the invention is a method of integrated

5  biometric authentication for access to a computer, the method comprising

reading data representing a biometric feature, and attempting to authenticate the
biometric feature before loading an operating system.

Still another embodiment of the invention is a method of enrolling a user in
an integrated biometric authentication system for access to a computer, the method

10 comprising reading data representing a biometfic feature and storing the data in a
nonvolatile memory. In one aspect of the invention the nonvolatile memory
includes a BIOS memory or a part of a BIOS memory. Yet another aspect of this
embodiment of the invention comprises storing biometric authentication software
in the nonvolatile memory. In still another aspect of this embodiment of the

15 invention storing biometric authentication software in the nonvolatile memory
includes storing a verification program in the nonvolatile memory.

Brief Description of the Figure
Figure 1 depicts a computer in accordance with on embodiment of the
invention.

20 Figure 2 is a flowchart depiéting the operating of one embodiment of the
invention. A user's biometric information is read and compared to enrolled user
data in order to determine if the user should be granted access ‘to the computer.

Figure 3 is a flowchart depicting the enroliment of users in an embodiment
of the present invention. '

25 Figure 4A depicts a general menu of a graphical user interface of an
émbodiment of the enrollment software of the invention.

Figure 4B depicts a users menu of a graphical user interface of an
embodiment of the enrollment software of the invention.
Figure 5 depicts a computer with a BIOS memory in accordance with on

30  ersbodiment of the invention. %
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_Figure 6 depicts a memory allocation of a BIOS memory, extension in
accordance with an aspect of the invention.
Detailed Description

The following description is presented to enable a person skilled in the art
to make and use the invention, and is provided in the context of a particular
application and its requirements. Various modifications to the disclosed
embodiments will be readily apparent to those skilled in the art, and the general
principles defined herein may be applied to other embodiments and applications
without departing from the spirit and scope of the invention. Thus, the present
invention is not intended to be limited to the embodiments disclosed, but is to be
accorded the widest scope consistent with the principles and features disclosed
herein.

Figure 1 depicts an embodiment of the invention. Computer 100 includes a
processor. Processor 102 is any type of processor such as a MiCroprocessor,
dedicated logic, a digital signal processor, a programmable gate array, a neural
network, or a central processor unit implemented in any other technology.
Processor 102 is coupled to internal bus 104. Although Figure 1 depicts processor
102 being directly coupled to internal bus 104, processor 102 could be coupled to
internal bus 104 through a bus controller. Internal bus 104 could be an ISA bus a
micro-channel bus, a VESA bus, a PCI bus, or any other system or host bus.

Biometric sensor 106 is coupled to processor 102 through internal bus 104.
Biometric sensor 106 senses a biometric feature such as fingerprints, retinas, palm
prints, irises, faces, signature, or any other biometric attribute or characteristic.
Although only one biometric sensor is shown in F igure 1, any number of sensors
could be connected to the cbmputer in any combination allowing biometric features
from more than one portion of a single body or more than one body to be used.
Biometric sensor 106 generically represents any type of sensor including a camera,
a fingerprint sensor, a laser based sensor, a pressure sensor to detect a written
signature, or any other type of sensor that can be used to detect a biometric feature

or attribute. Examples of biometric sensors are described in U.S. Patent
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"

Application No. 08/573,100, entitled "F ingerprint Acquisition Sensor," inventors:
Alexander G. Dickinson, Ross McPherson, Sunetra Mendis and Paul C. Ross,
filed 12/15/95, U.S. Patent Application No. 08/855,230 entitled "Capacitive
Fingerprint Sensor with Adjustable Gain," inventors: Alexander G. Dickinson,

5 Ross McPherson, Sunetra Mendis and Paul C. Ross, filed 5/13/97, and U.S.
Patent Application No. 08/971,455 entitled "Automatic Adjustment Processing for
Sensor Devices," inventors: Anthony P. Russo, and Lawrence O'Gorman, filed
11/17/97. All three applications are commonly owned with the present application
and all three applications are hereby incorporated by reference.

10 Resource 108 operates biometric sensor 106 and is coupled to processor
102 through internal bus 104. Resource 108 includes resource 110 which stores
enrolled user data. The enrolled user data represents the biometric features of users
who have been granted access to computer 100. The enrolled user data could be -
stored in any way that can be compared to the data generated by biometric sensor

15 106. One example of a Cryptographic storage technique that can be used is
described in U.S. Patent Application No. 08/85 7,642 entitied "Identification and
Security Using Biometric Measurements,"” inventors: Peter Kelley Pearson,
Thomas Edward Rowley, and Jimmy Ray Upton filed 5/16/97.

Resource 112 switches processor 102 from a nonenabled state to an enabled

20  state and is coupled to processor 102 through internai bus 104. In other
embodiments of the invention, resource 110 is not included within resource 108,
but is a separate resource. In still other embodiments, resources 108, 110 and 112
are all combined into one resource, and in still other embodiments biometric sensor
106 is directly coupled to resource 108. Memory 114 is coupled to processor 102

25  through internal bus 104. Memory 114 may includes system memory, and cache
memory. '

Computer 100 may also include mass storage device 116, network
connection 118, and/or one or more input/output ("I/0") ports 120. In other
embodiments of the invention, sensor 106 can be coupled through I/O ports 120 to

30 internal bus 104. Mass storage device 116 may include, but is not limited to a hard &
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disk drive, a CD ROM drive, or a DVD Drive. Network connection 118 may

-includes but is not limited to an intranet connection, an internet connection, a

world wide web connéction, or any other connection to another computer.

In one embodiment of the invention, when processor 102 is in the
nonenabled state computer programs or applicétions stored in memory 114, mass .‘
storage device 116 or input through network connection 118 cannot be executed by
processor 102.- In another embodiment of the invention the nonenabled state of the
processor includes the situation in which an operating system has not been loaded
into memory 114. In anofher embodiment of the invention, when processor 102 1s
in the enabled state corriputer programs or applications stored in memory 114,
mass storage device 116 or input through network connection 118 can be executed
by processor 102. For a processor in a personal computer, the enabled state of the
processor includes the situation in which an operating system has been loaded into
memory 114,

In one embodiment of the invention not depicted in Figure 1, resource 108,
resource 110, and resource 112 can be incorporated in a BIOS program stored in a
BIOS memory or in a BIOS memory. In another embodiment, one or more of
resources 108, 110 and 112 can be incorporated into a memory in biometric sensor
106 and the remaining resource, if any, incorporated into a BIOS memory or a
BIOS memory extension.

Figure 2 is a flowchart which depicts the operation of one embodiment of
the present invention. In step 202 computer 100 is powered on, processor 102 is in
the nonenabled state, and the computer then proceeds to step 204. In step 204
resource 108 operates the biometric sensor. In other embodiments of the invention,
step 204 can occur at any time during the start up process of the computer from
power on step 202 until the processor is switched into the enabled state. In an
embodiment of the present invention in which the computer is a personal computer
and resources 108, I 10, and 112 are incorporated into or called by a BIOS program,

step 204 can occur at any point up until the BIOS loads the operating system.

.=
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After step 204, then step 206 is executed. In step 206 resource 108 reads
data representing a biometric feature from biometric sensor 106. After step 206,
step 208 is executed. In step 208 the data representing the biometric feature is read
until the data is meets a preset image q'uality standard. Optional image
enhancement features may be used at this point such as those described in the U.S.
Patent Applications "Capacitive Fingerprint Sensor with Adjustable Gain,"
inventors: Alexander G. Dickinson, Ross McPherson, Sunetra Mendis and Paul C.
Ross, filed 5/13/97, -and "Automatic Adjustment Processing for Sensor Devices,”
inventors: Anthony P. Russo, and Lawrence O'Gorman. In other embodiments of
the present invention step 208 may be skipped. Next, step 210 is executed.

In step 210 resource 108 compares the data read in from the sensor to the
enrolled user data stored in resource 110. Predefined tolerances defining
acceptable matches between the data read in from the biometric sensor and the
enrolled user data can be established. In other embodiments of the invention step
210 includes advanced matching techniques. Advanced matching techniques may
include but are not limited to image processing, geometric processing, and
statistical processing. Next step 212 is executed.

In step 212 if the data read in from the sensor matches the enrolled user data, or if
it is within the predefined tolerances, then step 214 is executed and resource 112
switches the processor from the nonenabled state to the enabled state. In other
embodiments of the invention, step 214 includes keeping a log of users who access
the computer, requiring one or more other users to also be verified before the
processor is enabled, or requiring the user to provide another password which may
or may not be a biometric password or include biometric information.

If the match at step 212 is not close enough then step 216 is executed. Atr
step 216 if the j)redeﬁned number of retries has not been reached then the system
returns to step 206. In other embodiments of the invention, if the niatch at step 212
is not close enough then the user is provided with a message indicating that the
sensor is retrying the process, that the sensor needs to be adjusted or cleaned, or

any other message which conveys information to the dser in order to aid the
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identification process. If the retry limit has been reached, then step 218 is executed
and the processor remains in the nonenabled state. In other embodiments of the
invention if the match is not close enough at step 212 then step 218 is executed
directly, and in effect the retry limit is zero retries.

Figure 3 is a flowchart depicting enroliment of users in accord with an
embodiment of. the present invention. In the case where there are no enrolled users,
at step 302, a biometric.sensor 1s coupled to a processor of the computer if this has
not already. been done. Next, at step 304 the computer is turned on. Next, at step
306 the computer boots up normally and the processor is enabled. Next, if either
the enrollment or verification software is not loaded, then at step 308 the missing
software is loaded into the computer. In one embodiment of the invention, the
verification software is loaded into the appropriate resources. For example, the
verification software that operates the biometric sensor is loaded into the resource
that operates the biometric sensor. In one embodiment of the invention the
enrollment software is also loaded into the resource that operates the biometric
sensor, and in another embodiment of the invention, the enroliment software is
loaded on to a mass storage device and is run by the computer as an application.

Next, step 310 is executed and one or more users are enrolled into the
system. Figures 4A and 4B represent 1mages of graphical user interfaces in accord
with one embodiment of the present invention. In Figure 4A general dialog box
402 gives the user an array of configuration choices for the enrollment and
verification system. Option 404 allows a user to enable the biometric access
control system. Options 406 and 408 enable optional image and quality
enhancement resources such as those described in the U.S. Patent Application
entitled "Capacitive Fingerprint Sensor with Adjustable Gain," inventors:
Alexander G. Dickinson, Ross McPherson, SunetraAMendis and Paul C. Ros's,
filed 5/13/97, and U.S. Patent Application entitled "Automatic Adjustment

Processing for Sensor Devices," inventors: Anthony P. Russo, and Lawrence

V O'Gornian, filed.

-10-
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Option 410 allows the maximum a user to set the maximum number of
users that can be enrolled into the system. Option 412 allows the maximum
number of retries of the verification cycle to be set. Option 414 allows the user to
set the match score that will be required in order for data representing a biometric

5  feature to be considered a close enough match with enrolled data to allow the user
access to the computer. In the embodiment depicted by the flowchart of Fi gure 2,
this option sets the match which will be required in step 212.

Option 416 allows the user to set the resolution which will be used to

represent the enrolled user data. In one embodiment, when button 418 is activated,

10 the configuration choices depicted on the general menu options discussed above
will be stored in the resource that operated the biometric sensor. Status line 420
indicates that the biometric sensor is connected to the computer and working
properly.

Figure 4B depicts the graphical user interface representing the users

15 enrollment interface 448. A user places a biometric feature on the biometric sensor
and selects read button 450. The biometric feature is then read by the biometric
sensor and displayed in box 452. A user can enter a user id at line 454 and a
password in line 456. Box 458 can be selected to save the data representing the
user, including the biometric feature and the user id and password. The user's

20  biometric feature can be designated for use as enrolled user data by selecting add
button 460.

A user's enrolled user data can be called up by entering the user's user id
and password. Thé data will then appear in box 462. The user's enrolled data can
be deleted by selecting delete box 464. In one embodiment of the invention, apply

25  button 466 updates resource 110 of Figure 1 which stores the enrolled user data.
OK button 468 also updates resource 1 10, and additionally closes the graphical
user interface box depicted in Figure 4B. Cancel button 470 cancels the changes to
the enrolled user data and closes the graphical user interface box.
| In another embodimént of the invention, users are enrolled into the system

30  at asecure site and the ¢nrolled user data is loaded into the resource that stores the
-11-
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enrolled user data. In one embodiment the resource that stores the enrolled user
data is nonvolatile memory which includes a BIOS program. The nonvolatile
memory including the BIOS and the énréiled user data can then be incorporated
into a computer. In yet another embodiment, the resource that operates the

5  biometric sensor can also be stored in a ndnvolatile memory which contains the
BIOS program. A

In still another embodiment of the invention, users are enrolled into the
System once access to the computer has been granted to an enrolled user. In this
embodiment the graphical user interfaces represented by Figures 4A and 4B are

10 operated one the enrolled user gains access to the computer.

Figure 5 depicts another embodiment of the invention. Computer 500
comprises central processing unit 502 coupled to bus controller 504. System
memory and cache 506 is also coupled to bus controller 504. Internal bus 508 is
coupled to bus controller 504. Internal bus 508 could be an ISA bus a micro-

15 channel bus, a VESA bus, a PCI bus, or any other system or host bus.
| BIOS memory 510 is coupled to internal bus 508. Figure 5 depicts BIOS
memory 510 as two components, host BIOS memory 512 and BIOS memory
extension 514. In other embodiments of the invention, the BIOS memory
extension is eliminated and the programming stored in BIOS memory extension
20 514 is incorporated into host BIOS memory 512,

Biometric sensor 516 is coupled to internal bus 508. In one embodiment
biometric sensor 516 includes sensor controller 518 and biometric sensor device
520. Mass storage device 522, which can include but is not limited to a hard disk
drive or a floppy disk drive, is coupled to internal bus 508 through mass storage

25  device controller 524. Other devices which may be coupled to internal bus 508
inciude but are‘ﬁot limited to display controller 526 which is coupled to display
528, keyboard and keyboard controller 530, extra memory 532, and serial and
parallel ports 534.
In one embodiment of the invention, the BIOS program stored in host BIOS

30  memory 512 contains an initial program loader, which could be a bootstrap Icader,
-12-
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which loads the BIOS program from the host BIOS memory into system memory
when the computer is first powered on. The BIOS program then tests and
initializes the devices connected to the internal bus, including but not limited to the

System memory, the display, the internal bus, and the keyboard. The BIOS

‘program then begins loading an operating system or other external software,

enabling the processor to execute non-BIOS programming. Atany point between
the time the initial program loader loads the BIOS program into the system
memory and when the processor is enabled, the BIOS program searches for a
particular numerical signature in a memory location. If the signature is found then
the computer code appearing after the signature is executed.

Figure 6 depicts a BIOS memory extension in accord with one embodiment
of the invention. In this embodiment, the BIOS program is searching for the
signature 55AA. In other embodiments the BIOS program could be searching for
other numerical signatures. This signature appears at 602 at the top of the BIOS
memory extension. Memory location 604 contains manufacturer and version
information for biometric sensor 516. Location 606 contains configuration
defaults for biometric sensor 516. These confi guration defaulits may include those
entered using the graphical user interfaces of Figures 4A and 4B. Memory location
608 contains enrolled user data. Memory location 610 contains the programming
that operates the biometric sensor and allows it to read in the data representing the
biometric feature and enhance the image if required. Memory location 612
contains the programming that compares the data read in from the biometric sensor
to the enrolled user data.

In another embodiment of the invention, the information and computer
code depicted in Figure 6 is stored in the host BIOS memory. In yet another
embodiment of the invention, the information and computer code depicted in
Figure 6 and the BIOS program stored in the host BIOS are both stored in the
central processing unit. In another embodiment of the invention the information
and computer code depicted in Figure 6 and the BIOS program stored in the host

BIOS are both stored in nonvolatile memory insthe biometric sensor.

-13-
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The foregoing description of embodiments of the present invention are
presented for the purposes of illustration and description only. They are not
intended to be exhaustive or to limit the invention to the forms disclosed. Many

- modifications and variations will be apparent to practitioners skilled in the art. It is
5  intended that the scope of the invention be defined by the following claims and

their equivalents.
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WHAT IS CLAIMED IS:

13 A computer for integrated biometric access control, comprising:

a processor;
5 a biometric sensor, the biometric sensor being coupled to the
processor;
a resource that operates the biometric sensor, the resource being
coupled to the biometric sensor;.and
a resource, coupled to the processor, that switches the processor
10 from a nonenabled state to an enabled state after operation of the resource

that operates the biometric sensor.

2. - The computer of claim 1, wherein the enabled state of the processor

includes an operating system loaded into a memory.

15
3. The computer of claim 1, wherein the enabled state of the processor
includes loading a program from a mass storage device connected to the computer
into a memory connected to the computer.
20 4, The computer of claim 1, wherein the enabled state of the processor

includes loading a program from a network connected to the computer into a

memory connected to the computer.

5. The computef of claim 1, wherein the processor in_ the nonenabled

25  state cannot load an operating system.
6. The computer of claim 1, wherein the resource that operates the

biometric sensor includes a resource that reads data from the biometric sensor, and

the data represents a biometric feature.

30 i
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7. The computer of claim 6, wherein the biometric feature includes a
fingerprint.
8. The computer of claim 1, wherein the biometric sensor is coupled to

the processor by an internal bus.

9. The computer of claim 1, wherein the resource that operates the

biometric sensor includes a resource that stores enrolled user data.

10. The computer of claim 6, wherein the resource that reads data from
the biometric sensor includes a resource that automatically determines a set of

default settings for the data representing the biometric feature.

11. The computer of claim 6, wherein the resource that operates the
biometric sensor includes a resource that attempts to compare the data from the

biometric sensor to information stored in the computer.

12. The computer of claim 11, wherein the resource that attempts to
compare the data from the biometric sensor to information stored in the computer

includes a resource that attempts to validate a user identity.

13. The computer of claim 1, wherein the biometric sensor includes a

capacitive fingerprint sensor.
14. The computer of claim 1, comprising a BIOS memory including a

BIOS program wherein the BIOS memory includes the resource that operates the

biometric sensor.

-16-
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15. The computer of claim 14, wherein the BIOS memory includes a
BIOS memory extension and the BIOS memory extension includes the resource

that operates the biometric sensor.

5 16. A computer for integrated biometric access control, comprising:
a processor;

an internal bus, the internal bus being connected to the processor;

a

and
a biometric sensor for controlling access to the computer, the
10 biometric sensor being connected to the internal bus.
17. The computer of claim 16, wherein the biometric sensor includes a

resource that reads biometric information from the biometric sensor.

15 18. The computer of claim 17, wherein the biometric information

includes information representing a fingerprint.

19. The computer of claim 16, wherein the biometric sensor includes a
resource that operates the biometric sensor before loading an operating system.
20
20. The computer of claim 19, wherein the resource that operates the

biometric sensor includes a resource that stores enrolled user data.

21. The computer of claim 19, wherein the resource that operates the
25 biometric sensor includes a resource that reads data from the biometric sensor, and

the data represents a biometric feature.

22.-  The computer of claim 21, wherein the resource that reads data from

the biometric sensor includes a resource that automatically determines a set of

30  default settings for the data representing the biometric feature. &
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23. The computer of claim 19, wherein the resource that operates the
biometric sensor includes a resource that attempts to compare the biometric

information from the biometric sensor to information stored in the computer.

24. The computer of claim 23, wherein the resource that attempts to
compare the biometric information from the biometric sensor to information stored

in the computer includes a resource that attempts to validate a user identity.

10 25. ‘The computer of claim 16, wherein the biometric sensor includes a
capacitive fingerprint sensor.
26. The computer of claim 16, comprising a parallel port connected to
the bus.
.15
27. The computer of claim 16, comprising a BIOS memory, including a
BIOS program, the BIOS memory including a resource that initiates operation of

the biometric sensor.

20 28. A method of integrated biometric authentication for access to a
computer, the method comprising:
reading data representing a biometric feature; and
attempting to authenticate the biometric feature before loading an
operating system.
25
29. The method of claim 28, wherein loading the operating system

includes reading at least a portion of the operating system from a disk.

-18-
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30. The method of claim 28, wherein loading the operating system
includes reading at least a portion of the operating system from a network

connection.

31. The method of claim 28, wherein reading data includes
automatically determining a set of default settings for the data representing the

biometric feature.

32. The method of claim 28, comprising storing data representing the

biometric feature in a memory in the computer.

33. The method of claim 28, comprising loading the operating system

after attempting to authenticate if attempting to authenticate is successful.

34. The method of claim 28, comprising not loading the operating
system after attempting to authenticate if attempting to authenticate is

unsuccessful.

35. The method of claim 28, wherein attempting to authenticate

includes comparing the data representing the biometric feature to enrolled user

data.

36. The method of claim 28, wherein the biometric feature includes a
fingerprint.

37. A method of integrated biometric authentication for access to a

computer, the computer including a processor, and the processor having an enabled
state and a nonenabled state, the method comprising:

reading data representing a biometric feature; and

3.
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attempting to authenticate the biometric feature before switching the

processor from the nonenabled state to the enabled state.

38. The computer of claim 37, wherein the enabled state of the

> processor includes an operating system loaded into a memory.

39. The computer of claim 37, wherein the enabled state of the
processor includes loading a program from a mass storage device connected to the

computer into a memory connected to the computer.

10
40. The computer of claim 37, wherein the enabled state of the
processor includes loading a program from a network connected to the computer
into a memory connected to the computer.
15 41. The computer of claim 37, wherein the processor in the nonenabled

state cannot load an operating system.
42. The method of claim 37, wherein reading data includes
automatically determining a set of default settings for the data representing the

20  biometric feature.

43. The method of claim 37, comprising storing data representing the

biometric feature in a memory in the computer.

25 44, The method of claim 37, wherein the switching the processor from
the nonenabled state to the enabled state after attempting to authenticate occurs if

attemnpting to authenticate is successful.

-20-
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45. The method of claim 37, comprising not switching the processor

from the nonenabled state to the enabled state after attempting to authenticate

occurs if attempting to authenticate is unsuccessful.

46. The method of claim 37, comprising maintaining the processor in
the nonenabled state after attempting to authenticate occurs if attempting to

authenticate is unsuccessful.

47. The method of claim 37, wherein attempting to authenticate

includes comparing the data representing the biometric feature to enrolled user

data.

48. The method of claim 37, wherein the biometric feature includes a
fingerprint.

49. A method of enrolling a user in an integrated biometric

authentication system for access to a computer, the method comprising:
reading data representing a biometric feature; and

storing the data in nonvolatile memory in the computer.

50. ‘The method claim 49, comprising automatically determining a set of

default settings for the data representing the biometric feature.

51. The method claim 49, wherein the nonvolatile memory includes a

BIOS memory, the BIOS memory including a BIOS program.

52. The method claim 49, comprising storing biometric authentication

software in the nonvolatile memory.

21-
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53. The method claim 52, wherein storing biometric authentication
software in the nonvolatile memory includes storing a verification program in the

nonvolatile memory.

5 54. The method claim 49, cdmprising a biometric sensor, the biometric

sensor including nonvolatile memory.

55. A computer for integrated biometric access control, comprising:
a processor;
10 a bus controller, the bus controller being connected to the processor;
a bus, the bus being connected to the bus controller;
a BIOS memory, the BIOS memory including a BIOS program, the
BIOS memory being connected to the bus;
a BIOS memory extension, the BIOS memory extension being
15 connected to the bus; and |

a biometric sensor, the biometric sensor being connected to the bus.

56. The computer of claim 55, comprising a parallel port connected to
the bus. '
20
57. The computer of claim 55, wherein the BIOS memory extension

includes a resource which reads biometric information from the biometric sensor.

58. The computer of claim 56, wherein the biometric information

25  includes information representing a fingerprint.
59. The computer of claim 55, wherein the BIOS memory extension
includes a resource that operates the biometric sensor before loading an operating

system. -
30
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60. The computer of claim 59 wherein the resource that operates the

biometric sensor includes a resource that stores enrolled user data.

61. The computer of claim 60, wherein the resource that operates the
biometric sensor includes a resource that reads data from the biometric sensor, and

the data represents a biometric feature.

62. The computer of claim .61, wherein the resource that reads data from
the biometric sensor includes a resource that automatically determines a set of

default settings for the data representing the biometric feature.

63. The computer of claim 59, wherein the resource that operates the
biometric sensor includes a resource that attempts to compare the biometric

information from the biometric sensor to information stored in the BIOS memory.

64. The computer of claim 63, wherein the resource that attempts to
compare the biometric information from the biometric sensor to information stored

in the BIOS memory includes a resource that attempts to validate a user identity.

65. The computer of claim 55, wherein the biometric sensor includes a

capacitive fingerprint sensor.

66. A computer for integrated biometric access control, comprising:

a processor;

a bus, the bus being connected to the processor;

a BIOS memory, the BIOS memory including a BIOS program, the
BIOS memory being connected to the bus;

a biometric sensor for sensing a biometric feature of a user, the

blometnc sensor being connected to the bus; and

-23-
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a means for authenticating the biometric feature of the user before

loading an operating system.

67. The computer of claim 66, wherein the means for authenticating

5 includes a means for reading biometric information from the biometric sensor.

68. The computer of claim 67, wherein the biometric information

includes information representing a fingerprint.

10 69. The computer of claim 67, including a means for storing enrolled

user data.

70. The computer of claim 66, wherein the biometric sensor includes a

capacitive fingerprint sensor.

15
71. A computer for integrated biometric access control, comprising;:
. a user input, the user input having a biometric sensor;
a processor, the processor having an enabled state and a nonenabled
state, and the processor being coupled to the biometric sensor; and
20 a BIOS memory including 2 BIOS program, the BIOS memory
having a resource that responds to the user input and for a valid user input
the processor changes from the nonenabled state to the enabled state.
72. The computer of claim 71, wherein the user input includes a power
25  switch. |
-24-

300CID: <WO__G947989A1_I_>



PCT/US99/05218

1/7

L 3HNOIL

|

|

“ Y1va H3asn
| EROE
_ S3HOIS
| LVHL

30HN0S3Y (3AIHA DSI0 aHYH “9°3)

301A30
JOVHOLS
SSYW

HOSN3S
JIHL3INOIg

/ /

HOSN3S
JIH13NOIG
S31vH3dOo

801 NOILOINNOD

NHOMLIN

|
|
|
|
|
|
| LYHL30HN0S3H
|
)
HOS$3004d
|

/

0c1 _ 811

/

SNOILLOINNO LHOd
AHOWIN (.O/l) LNdLNO/LNGNI

/ T

42 13TIvHvd 8SN YiH3s  VIOWOd

]
No\_ YOl mo£m<mw<% 3LV1S
SNETVNYILNI} |~ g37gyNINON

Yoy

|

|

|

|

|

WOY4 HOSS300Hd
S3HOLIMS
1VHL 304N0S3H

(Soig "3)
J0HN0SIY |
HNIGINIENOD "L \ .........

|
I
I
t
!
!
|
1
|
|
t
|
|
I
1
I
| 904 9h
I
|
1
I
1
[
|
!
!
!
]
|
!
!
!
|
|
|
!
1

SUBSTITUTE SHEET (RULE 26)

WO 99/47989

389 aN0J

001

DOCID: «<WO___9947989A1_|_>

3



WO 99/47989

217

202

POWER ON
PROCESSOR IN
NONENABLED
STATE

20
OPERATE
BIOMETRIC SENSOR.

4
206
.SENSOR READS
DATA REPRESENTING

PCT/US99/05218

A BIOMETRIC
FEATURE

2
READ IMAGE UNTIL
DATA IS GOOD

08
210

OPTIONAL-
ENHANCE
IMAGE

COMPARE DATA READ IN
FROM SENSOR TO STORED ENROLLED
USER DATA

212

OPTIONAL LOG MATCH
CREATED OF CLOSE
EVENTS ENOUGH?

214

A

OPTIONAL
ADVANCED
MATCHING

TECHNIQUES

RETRY
LIMIT
REACHED
?

YES

SWITCH PROCESSOR
FROM NONENABLED
STATE TO ENABLED

STATE

PROCESSOR
- REMAINS
iN NONENABLED

FIGURE 2

SUBSTITUTE SHEET (RULE 26)

3DOCID: <WO___99847989A1_1_ >

NO



WO 99/47989

SDOCID: <WO___9947989A1 I_>

PCT/US99/05218

3/7

302

COUPLE SENSOR
TO PROCESSOR IF NOT
ALREADY DONE

304

TURN COMPUTER ON -

306

COMPUTER BOOTS
UP NORMALLY

1) IF NOT ALREADY LOADED, LOAD
ENROLLMENT SOFTWARE

2) IF NOT ALREADY LOADED, LOAD
VERIFICATION SOFTWARE

308

310

ENROLL USERS

FIGURE 3

SUBSTITUTE SHEET (RULE 26)



WO 99/47989 - PCT/US99/05218

4/7

Fingerprint Security Properties ?7 X
General| Users | Diags 4?2
[ FP5100
Veridicom Finger Print
. Sensor
ENABLE —410
404 ' e
| [ _FINGERPRINT [7]  MAXUSERS [ ] | 410
BOOT PROTECTION RETRIES
MAX RETRI
408 T~ ENABLE MAGE ] = 1
MATCH SCORE D | 416
=
408 —
- EnasLequaury ] RESQRUTIONT 7
500
420
LEJ)EEI)\;\ETFE Sensor is working properly —
418 OK Cancel Apply
FIGURE 4A

iDOCID: <WO___9847980A1 |_>

SUBSTITUTE SHEET (RULE 26)



WO 99/47989

30OCID: <WO___994798SA1 | _>

5/7

PCT/US99/05218

448
/
Fingerprint Security Properties / ?1X
General| Users | Diags | / /454
7 456
- USERID et
Veridicom PASSWORD
CURRENT ENROLLED
452 462
ﬂ A
/)
4‘64
450 458 MATCH ) USERS 460
READ | Y SAVE | SCORETpe ETE] [ ADD
] :
OK Cancel Apply
/ / |
/ - /
468 470 466
FIGURE 4B

SUBSTITUTE SHEET (RULE 26)



PCT/US99/05218

WO 99/47989

6/7

XSIQ Wl §/Q 8yj Jo peay ay) alojeg

S 3HNOI4

05 ‘uoneiBajuy ajdwig 1o ainjeubis yyss VSN
\ 10 Aem Aq ssa201 Joog Jo uondaaiau it _ 10d-¥9
_A | VS3A 118-v9ree
91§ ~71 | 30IA30 HOSNSS | | : TINNVHO L1g-2¢
u | JldLIN0Ig |+ | AddOTS 276 VSI Lig-2¢
Ndo 025 | 'dsIa _¥SILig-91
= = = - | “ __ VSl Lig-8
_ _ ! “
NOISN3LX3 " ! -
| Awonan | ! gy U3TIOMINOD |, GATIOWNOO | v25  ouinooosw 8
pig—] So& || | | ONINLLIOOT)  u
| _ s T ---- < HIMOd AHOWIW 2
_ , 80 £ llo <2 SLHOd Ol m
HITIOHLNOD A L . = Jv by
sng m < < T =< —p w
- |z]g SR E 2IEIS e -
g | | ! Sne E
v0S L1 Adowaw | | AHOWIW | [HITIOHLNOD H3ITIOHLNOD 2
| | SOIE LSOH | | VHLX3 I '8 Q4VYOgAIN AV1dSIQ »
_ y ! 925 1
LN _ _ / !
IHOYD % L | S1HOd T3TIvHYd CES | 0€S
AHOWIW il v aANY TYI43S eI AYIdSIa | =
WILSAS 015 PES Q , m\m
905 . 005

>

9647989A 1

300CID: <WO



WO 99/47989 ‘  PCT/US99/05218

7/7
602
Y
WHETHER Ag  2X BOUNDAR /
55AA :
EXTENSION 00 | 55AA SIZE | ENTRY | TRIGGER SIGNATURE
ORINBIOS
AN BE
Slci)\jMSEE([\:jSOR 604~] MFG SIGNATURE | . HANDSHAKING INFO
ITSELF & VERSION INFO FOR SENSOR
606 ~ CONFIGURATION | MAY OR MAY NOT BE

DEFAULTS UPDATED

608~/ ENROLLED USERDATA = PREVIOUSLY STORED

DATA
. READ/CAPTUR READ IN PRINT DATA
610~ PROARAN —~ AND VERIFY IT CAN GIVE
FEEDBACK TO USER
12 VERIFICATION PROGRAM
100K
CHRSUM
FIGURE 6

SUBSTITUTE SHEET (RULE 26)

DOCID: <WO___9547989A1 1_>



INTERNATIONAL SEARCH REPORT

Inte

_PCT/US 99/05218

2nal Application No

A
IPC

CLAgSIFlCATION OF SUBJECT MATTER

GO6F1/00

According to Intemational Patent Classification (IPC) or to both national classification and IPC

8. FIELDS SEARCHED

IPC 6

Minimum documentation searched

GO6F

(ciassification system foilowed by classitication symbols)

Documeniation searched other than minimum documentation to the extent that such documents are included in the fields searched

Electronic data base consutted during the international search (name of data base and., whera practical, search terms used)

C. DOCUMENTS CONSIDERED TO BE RELEVANT

Cataegory °

Citation of document, with indication, where appropriate, of the relevant passages

Relevant to claim No.

"BIOMETRIC ACCESS CONTROL IN A PERSONAL

COMPUTER SYSTEM"

IBM TECHNICAL DISCLOSURE BULLETIN,
vol. 41, no. 1,

1 January 1998 (1998-01-01), pages
753-756, XP000772281

ISSN: 0018-8689

page 753, paragraph 1 - page 754,
paragraph 5

page 754, paragraph 8 - page 755,
paragraph 1

page 755, paragraph 4
page 755, paragraph 6 - page
paragraph 2

1-12,14,
16-24,
26-29,
31-39,
41-53,
66-69,
71,72
55

.

13,15,
25,30,
40,54,
56-65,70

m Further documents are listed in the continuation of box C.

Patent tamily mermbers are listed in annex.

° Special categories of cited documents : -

"A" documant defining the general state of the art which is not
considered to be of panicular relevance

"E" eartier document but published on or after the international
tiling date

"L" document which may throw doubts on priority claim(s) or
which is cited to establish the publication date of another
citation or other spacial reason (as specitied)

“0" document referring to an oral disciosure, use, exhibition or
other means

“P* document published prior to the intemational filing date but
later than the priority date claimed

later document published after the intermnational filing cate
or priority date and not in confiict with the application but
citad to understand the principte or theory underying the
invention

“X" document of particular }elevance: the claimed invention

cannot be considered novel or cannot be considered to
involve an inventive step when the document is taken alone

“Y" document of particular relevance; the claimed invention

cannot be considered to involve an inventive step when the
documaent is combined with one or more other such docu-
ments, such combination being obvious to a person skilled
in the art.

"&" document member of the same patent famity

Date of the actual compiation of the international search

23 July 1999

Date of mailing of the internationat search raport

06/08/1999

Name and mailing address of the ISA

European Patent Otfice. P.8. 5818 Patantiaan 2
NL - 2280 HV Rijswijk

Tel. (+31-70) 340-2040, Tx. 31 651 epo n!,

Fax: (+31-70) 340-3016

Authorized officer

Moens, R

Form PCTSA/210 (second sheet) (July 1992)

IDOCID: <WO___9947989A1 | >

page 1 of 2




INTERNATIONAL SEARCH REPORT

Inte onal Application No

PCT/US 99/05218

C.(Continuation) DOCUMENTS CONSIDERED TO BE RELEVANT

Category °

Gitation of document, with indication,where appropriate, of the ralgvant passages

Relevant to ctaim No.

CA 2.156 236 A (BORZA STEPHEN J)
17 February 1997 (1997-02-17)

page 2, line 26 - page 3, line 19;
figures

WO 93 17388 A (CLARK PAUL C)
2 September 1993 (1993-09-02)

page 9, line 21 - page 11, line 14
PATENT ABSTRACTS OF JAPAN
vol. 095, no. 007,
31 August 1995 (1995-08-31)
& JP 07 105142 A (CASIO COMPUT CO LTD),
21 April 1995 (1995-04-21)

abstract

1,16,28,
37,49,
66,71

55
1,16,28,

37,49,
55,66,71

Fonn PCTASA/210 (continuation of second sheet) (July 1982)

3DOCID: «<WO___6947980A1_|_»>

page 2 of 2




INTERNATIONAL SEARCH REPORT

tnformation on patent tamily members

Inte

ional Application No

PCT/US 99/05218

NONE

Patent document Publication Patent family Publication
cited in search report date member(s) date
CA 2156236 A 17-02-1997 us 5867802 A 02-02~1999
WO 9317388 A 02-09-1993 AU 3777593 A 13-09~-1993
us 5448045 A 05-09-1995
JP 07105142 A

21-04-1995

Form PCTASAR10 (patent tarnily annox) (July 1992)

3DOCID: <WO ___9947989A1_1_>




PCT/US95/05218

1/7

I 3HNDI

SUBSTITUTE SHEET {HULE 28)

WO 29547980

001

| [
! —— !
v | [vivasasn |
i AFTI0YNT |
| SIHOLS |
) S ) ! |
0H-—T | 30083 NE (3A1H0 2510 aHYH "9°3)
" | | 3oz
_ | HOSNIS
AR - A OIHIFWOIE HopHoLs
| §31vH3d0 h
| 1vHI30MROS3Y | / /
| _ (1 gH
[ / _H
{
) _ MOMLIN
- “
4 T : 0z) mﬂ
o ) |a31EvNIOLAvis| | / B
sng ézmuv._.z_ X a319YNINON |
! | NOY4 HOSSIOOHd | | NOILDANNOD (HOd
| | SIHOLMS | - AHONA 0/ INALNG/LNGNI
(ol 93 | | 1vH13I2HNOS3IY i ‘
0U0S3H . ” R | L |
L NIGENIBNOD ~ Lo - m TATIVHYL €SN MIHIS  VIOW
38 41N0 TIESS - Viowad

Q479BOAITI >

DOCID: «<WO,



W0 09447939 ) PCT/US9/85215

2/7

202

" POWER ON
{ PROCESSOR IN
\_ NONENABLED

_STATE

P 204
rd OPERATE -
L BIOMETRIC SENSOR. .

206
,sshssoam
/" DATA REPRESENTING
ABIOMETRIC
FEATURE

OPTIONAL-
ENHANCE 208
IMAGE -
_ MGE UNTIL
ADVANGCED
210 MATCHING
TECHNIQUES

COMPARE DATAREAD IN
FROM SENSOR TO STORED ENROLLED
USER DATA

| 212
OPTIONAL LOG MATCH RETRY NO
CREATED OF CLOSE LIMIT _
EVENTS ENOUGH? REACHED
214 ?
N | YES

SWITCH PROGESSOR

FROM NONENABLED - PROCESSOR

STATE 1O ENABLED IN NONENABLED

FIGURE 2

SUBSTITUTE SHEET (RULE 26}

3DOCID: <WO____9947989A1TI_>



WO 99/47980 PCTAUSS9/0821%

3/7

302

COUPLE SENSOR
TG PROCESSOR IF NOT
ALREADY DONE

304
//—-—————-x\\ i
{ TURN COMPUTER 9

S~

|

306
COMPUTER BOOTS
UP NORMALLY

.

308

1) IF NOT ALREADY LOADED, LOAD
ENROLLMENT SOFTWARE

2) IF NOT ALREADY LOADED, LOAD
VERIFICATION SOFTWARE

310

ENROLL USERS

FIGURE 3

SUBSTITUTE SHEET (RULE 26) _

3O0CID: <WO___9947988AI1TI_>



WO 99/47oR9

PCTISIS 0SS
a4/7
Fingerprint Security Properties ? | X |
General| Usars | Diags 4?2
| / FP5100
Veridicom Finger Print
Senscr
~ |- 410
404 ENABLE -
|- _FINGERPRINT  [7]  MAXUSERS [ ] 412
BOOT PROTECTION |
0 T~ EnabLe mAGE ] e L e
MATCH SCOR
| CORE ] || 41
408 —] ‘
TrEneeLequaumy [ RESQETIONT
200
| 420
l %’;‘?\f‘gg Sensor is working proparly —
418 OK Cancel Apply
FIGURE 4A

SUBSTITUTE SHEET (RULE 28)

SDOCID: <WO____9947989A1T|_>



WO *0/47989

SDOCID: <WO___9947989A1TI_>

PCTUSINS5218
5/7
448
f
Fingerprint Security Properties jf 7 I X
¢
' /
General| Users | Diags | / _- 454
! 456
- USERID >
Veridicom PASSWORD P
CURRENT ENROLLED
152 462
/@ N
A
484
450 458 MATCH ) USERS 460
\[ReaD | ‘[ SAve | SCORE [pELETE] | ADD |-
[ —
CK Cancel Apply
] / /
/ f /
468 470 466
FIGURE 4B

SUBSTITUTE SHEET (RULE 28)



PCT/US99/08218

WO 99:4TIRY

6/7

ISIT WY 570 84 10 PERY 8y} ai0jeq

S 3HNOI

04 ‘vonesfis sdwig 1o smjeufis yyss L)
N 0 Azm Aq SS3004 J0og J0 uONdBIEW] P s mm— e —— e _ qwm____,omw_ﬁ,‘.ﬂ‘mzNﬁ
815~ | 301A30 HOSNES | ! TANNVH 11628
L] OMIIOE |1 | AddOM | o VS| Ligze
Ndo 05 -1 | 2SI VS| lig-9t
g _ ! | VSl 1168
! “
_ _ ! |
NOISNALXS " _
|| AHOWIN || g HITIOWNGD |, HITIOMNO9 | 125 touiNooos &
pig—] so@ || | | , ONINLAIODTD  u
_ | SRR - =< HIMOd ABOWIN 2
| | 808 = e e L0408 E
| L o e b
HITIOHINGD A d Jv z
Snd m < || @ ¥ Ll | < = || w
| |8 a3 | |%€ w219 (snaison &
. | == ol 3 ld =HQ " ong WLSISE
\ |
L L Adowaw || AONIW | | |dFmiouinog HITIOHINGD -
| | SOI8LSOH | | vHIX3 |8 GHVOAATN AV1dSId ®
_ | _ ! 9¢5
: | ./ i /_ i .\ 0
JHOVO®! | S SIHOJTITIVHvd 26 ! 0€G
AHOWIN B ONY T¥IHIS YETT AYdSiq
: G ) 825
905 RN 008

DOCID «<WO___9847989A1T1_>



WO 9957980 - PCTAS99/065218

77
602
2K BOUNDARY /
WHETHER AS /7
GEAA T L |
EXTENSION 00 | B55AA SIZE ENTRY TRIGGER SIGNATURE
OR IN BIO%
SCME CAN BE
INSENSOR 604 —_| MFG SIGNATURE |, HANDSHAKING INFO
ITSELF & VERSION INFO " FOR SENSOR
606 ~| CONFIGQURATION - MAY OR MAY NOT BE
DEFAULTS UPDATED

808 ~]  ENROLLED USERDATA | PREVIOUSLY STORED

DATA
1 READ/GAPTURE READ IN PRINT DATA
810 ~ PROGHAM — AND VERIFY |T CAN GIVE
FEEDBACK TO USER
12 VERIFICATION PROGRAM
100K
GHRSUM
FIGURE 8

SUBSTITUTE SHEET (RULE 26)

SDOCID: <WO___9947989A1T1_>



	2002-04-29 Foreign Reference

